
CapitalCare Medical Group Adult Patient Registration Form 

Revised: 12/21/05; 12/2011 Please see reverse side 

Date:  ____________________  Patient ID#: ___________________ 

PATIENT INFORMATION  (for office use only) 

Social Security Number ________/_____/________  (Providing your SSN is optional.  However, for patients with Medicare 

and/or Medicaid having this information may help us determine eligibility for certain health benefits). 

LAST NAME:  _____________________________  FIRST NAME: ________________________ MI:  _______ 

E-mail Address: ____________________________

Street Address: ________________________________________________________________________________ 

City: __________________________  State: ________  Zip: _________  Home Phone #: (  ) ______________ 

Work #: (  ) _____________  Cell #: (     ) ______________  Preferred daytime phone:  �Home � Work � Cell 

Date of Birth:  ______/______/_______ Marital Status:  �Single    �Married    �Widowed    � Divorced 

Gender: � Male    � Female 

It is known that some medical conditions such as high blood pressure and osteoporosis, tend to have a higher incidence in  certain ethnic 

groups.  Therefore we ask that you please provide us with information regarding your race and ethnicity so we can assess if you are at 

increased risk for the development of these conditions.   

Race:   Select one   Ethnicity:  Select One 
 � American Indian/Alaska Native    � Hispanic/Latino  
 � Asian      � Not Hispanic/Latino 
 � Native Hawaiian or other Pacific Islander 
 � Black/African American 
 � White 
 � Other      Preferred Language:  __________________________ 

Emergency Contact: __________________________________    Relationship to Patient:  ___________________ 

Emergency Phone #1: (        )____________________________     Phone #2: (         )  _______________________ 

Primary Care Physician:  _____________________________     Referring Physician:______________________ 
 (in our Practice) 

In addition to telephone, which other methods of communication are acceptable? Please check all that apply 

� E-Mail (when available)  �Confidential Fax ____________________  � Office may leave a message at home 



 CapitalCare Medical Group Adult Patient Registration Form 

Revised: 12/21/05; 12/2011                                                                                                    Please see reverse side 

 

 

MEDICAL INSURANCE INFORMATION 
(The subscriber is the same person as the policy holder) 

 

 

Primary Insurance: ___________________________ Subscriber’s Name: _______________________________     

Subscriber’s Date of Birth:  ___/___/___ Relationship to Subscriber: �Self  �Spouse  � Child  �Other _________ 

Co-pay:  $_____________  Policy ID #:___________________________________ Group #:  _________________ 

 

Secondary Insurance: ___________________________ Subscriber’s Name: ______________________________     

Subscriber’s Date of Birth:  ___/___/___ Relationship to Subscriber: �Self  �Spouse  � Child  �Other _________ 

Co-pay:  $_____________  Policy ID #:___________________________________ Group #:  _________________ 

 

 

INSURANCE COVERAGE WAIVER 

I understand that my eligibility for coverage by the insurance named in the MEDICAL INSURANCE 

INFORMATION section of this document may not be confirmed at this time.  I wish to receive medical services 

from CapitalCare Medical Group.  If it is determined that I am not eligible for coverage, I understand that I will be 

responsible for payment of all services provided. 

 

 

ASSIGNMENT OF INSURANCE BENEFITS / RELEASE OF MEDICAL INFORMATION 

I hereby assign to CapitalCare Medical Group (CCMG) any insurance or other third-party benefits available for 

health care services provided to me.  If these benefits are not assigned to CCMG, I agree to forward to CCMG all 

health insurance and other third-party payments that I receive for services rendered to me immediately upon receipt 

of such payments. 

 

I authorize CapitalCare Medical Group (CCMG) to release the minimum necessary medical or other information to 

persons employed or retained by or affiliated with CCMG for purposes of my diagnosis and treatment or that may 

be required in order to process insurance payment.  I agree that these provisions will remain in effect until I provide 

written notice to CCMG that this authorization has been changed or discontinued. 

 

____________________________________________________                                 ______ /______/________ 
Signature of Patient / Guardian                  Date 



ROI.ReleaseForm  July 21, 2006 

Patient Health Information Release Authorization 

hereby authorize 

PATIENTS FULL NAME MEDICAL FACILITY or PHYSICIAN NAME RELEASING INFORMATION 

to disclose my health information under the terms described below. Pursuant to this authorization, my health information may be disclosed to, 
and used by, the following individual or organization. 

PLEASE CAREFULLY CHECK ONE 

�  My Self (Records will be mailed to your home address) �  OTHER (Please detail below) 

NAME AND ADDRESS OF OTHER INDIVIDUAL OR ORGANIZATION YOU ARE AUTHORIZING YOUR HEALTH INFORMATION BE 
DISCLOSED TO: 

Name: 

Address: Apt/Ste #: 

City: State: Zip: 

Specific information to be used and/or disclosed: 

� All medical records 

� All records regarding treatment for the following condition or injury: 

Dated From Dated To 

� Specific ‘Progress Notes’: 

Please state the purpose for this request: 

PLEASE READ THE FOLLOWING CAREFULLY BEFORE SIGNING AT THE BOTTOM 

I understand that if my records contain information relating to sexually transmitted disease, acquired immunodeficiency syndrome (AIDS) or 
human immunodeficiency virus (HIV) related information, such information will be released pursuant to this authorization. Confidential HIV 
related information is any information indicating that an HIV test was done; HIV virus is present; HIV related illness or AIDS; or any information 
which could indicate that a person has been potentially exposed to HIV. I also understand that if my records contain information concerning 
Drug, Alcohol abuse and/or treatment, or behavioral, mental health services or Psychiatric treatment, such information will be released 
pursuant to this authorization. Unless otherwise revoked, this authorization will expire in 90 days 

I understand that I have the right to revoke this authorization at any time. I understand that if I revoke this authorization I must do so in writing 
and present my written revocation to the medical facility. I understand that the revocation will not apply to information that has already been 
released in response to this authorization. I understand that the revocation will not apply to my insurance company when the law provides my 
insurer with the right to contest a claim under my policy. Unless otherwise revoked, this authorization will expire in 90 days. I understand that 
authorizing the disclosure of this health information is voluntary. I can refuse to sign this authorization. I need not sign this form in order to 
ensure treatment. I understand that I may inspect or copy the information to be used or disclosed, as provided in CFR 164.524. I understand 
that any disclosure of information carries with it the potential for an unauthorized re-disclosure and the information may not be protected by 
federal confidentiality rules. If I have questions about disclosure of my health information, I can contact the medical facility or ROI Solutions, 
Inc. at 1-(800) 281-7001.  

Exceptions to the above, I do not authorize the release of the following: 

� Mental Health 

� HIV/AIDS 

� Substance Abuse/Alcohol Abuse 

DOB:  /  / Phone: (  )  - 

SS:  - - Fax:  (  )  - 

Address: City 

State Zip: Email: 

X Date: 

Patient Signature/Authorized Representative: Relationship to Patient: 

THIS AUTHORIZATION WILL BE CONSIDERED INVALID WITHOUT APPROPRIATE SIGNATURE AND THE PATIENT DOB AND SS#. 
Social Security Number only used for identification purposes. 



 

{00760163} 

 

HIXNY ELECTRONIC DATA ACCESS CONSENT FORM 

CapitalCare Medical Group 

 
In this Consent Form, you can choose whether to allow CapitalCare Medical Group to obtain access to your medical 

records through a computer network operated by the Healthcare Information Xchange of New York, Inc., doing business 

as Hixny (“Hixny”), which is part of a statewide computer network. This can help collect the medical records you have in 

different places where you get health care, and make them available electronically to our office.  

 

You may use this Consent Form to decide whether or not to allow CapitalCare Medical Group  to see and obtain access to 

your electronic health records in this way. You can give consent or deny consent, and this form may be filled out now or 

at a later date. Your choice will not affect your ability to get medical care or health insurance coverage. Your choice 

to give or to deny consent may not be the basis for denial of health services.  
 

If you check the “I GIVE CONSENT” box below, you are saying “Yes, CapitalCare Medical Group’s staff involved in 

my care may see and get access to all of my medical records through Hixny.”  

 

If you check the “I DENY CONSENT” box below, you are saying “No, CapitalCare Medical Group may not be given 

access to my medical records through Hixny for any purpose.”  

 

Hixny is a not-for-profit organization. It shares information about people’s health electronically and securely to improve 

the quality of health care services. This kind of sharing is called ehealth or health information technology (health IT). To 

learn more about Hixny and ehealth in New York State, read the brochure, “Your Health Information – Always at Your 

Doctor’s Fingertips.” You can ask CapitalCare Medical Group for it, or go to the website www.hixny.org.   

  

Please carefully read the information on the back of this form before making your decision.  
Your Consent Choices. You can fill out this form now or in the future. You have two choices.  

o I GIVE CONSENT for CapitalCare Medical Group to access ALL of my electronic health 

information through Hixny in connection with providing me any health care services, including 

emergency care. 

  

o I DENY CONSENT for CapitalCare Medical Group to access my electronic health information 

through Hixny for any purpose, even in a medical emergency.  

 

NOTE: UNLESS YOU CHECK THIS BOX, New York State law allows the people treating you in an 

emergency to get access to your medical records, including records that are available through Hixny.  

 

 

_________________________________________  ______________________________  

Print Name of Patient Patient      Date of Birth  

 

 

___________________________________________   ______________________________  

Signature of Patient or Patient’s Legal Representative   Date  

 

 

___________________________________________   ______________________________  

Print Name of Legal Representative (if applicable)  Relationship of Legal Representative to Patient (if 

applicable)  



 

{00760163} 

Details about patient information in Hixny and the consent process:  

1. How Your Information Will be Used. Your electronic health information will be used by CapitalCare Medical Group only to:  

• Provide you with medical treatment and related services  

• Check whether you have health insurance and what it covers  

• Evaluate and improve the quality of medical care provided to all patients.  

NOTE: The choice you make in this Consent Form does NOT allow health insurers to have access to your information for 

the purpose of deciding whether to give you health insurance or pay your bills. You can make that choice in a separate 

Consent Form that health insurers must use.  

2. What Types of Information about You Are Included. If you give consent, CapitalCare Medical Group may access ALL of 

your electronic health information available through Hixny. This includes information created before and after the date of this 

Consent Form. Your health records may include a history of illnesses or injuries you have had (like diabetes or a broken bone), 

test results (like X-rays or blood tests), and lists of medicines you have taken. This information may relate to sensitive health 

conditions, including but not limited to:  

• Alcohol or drug use problems  

• Birth control and abortion (family planning)  

• Genetic (inherited) diseases or tests  

• HIV/AIDS  

• Mental health conditions  

• Sexually transmitted diseases  

 

3. Where Health Information About You Comes From. Information about you comes from places that have provided you with 

medical care or health insurance (“Information Sources”). These may include hospitals, physicians, pharmacies, clinical 

laboratories, health insurers, the Medicaid program, and other ehealth organizations that exchange health information 

electronically. A complete list of current Information Sources is available from CapitalCare Medical Group . You can obtain 

an updated list of Information Sources at any time by checking the Hixny website: www.hixny.org.  

4. Who May Access Information About You, If You Give Consent. Only these people may access information about you: doctors 

and other health care providers who serve on CapitalCare Medical Group’s medical staff who are involved in your medical 

care; health care providers who are covering or on call for CapitalCare Medical Group’s doctors; and staff members who carry 

out activities permitted by this Consent Form as described above in paragraph one.  

5. Penalties for Improper Access to or Use of Your Information. There are penalties for inappropriate access to or use of your 

electronic health information. If at any time you suspect that someone who should not have seen or gotten access to information 

about you has done so, call CapitalCare Medical Group at: (518) 452-1337; or call Hixny at (518) 783-0518; or call the NYS 

Department of Health at (877) 690-2211.  

6. Re-disclosure of Information. Any electronic health information about you may be re-disclosed by CapitalCare Medical Group  
to others only to the extent permitted by state and federal laws and regulations. This is also true for health information about you 

that exists in a paper form. Some state and federal laws provide special protections for some kinds of sensitive health information, 

including HIV/AIDS and drug and alcohol treatment. Their special requirements must be followed whenever people receive these 

kinds of sensitive health information. Hixny and persons who access this information through the Hixny must comply with these 

requirements. 

7. Effective Period. This Consent Form will remain in effect until the day you withdraw your consent or until such time Hixny ceases 

operation.  

8. Withdrawing Your Consent. You can withdraw your consent at any time by signing a Withdrawal of Consent Form and giving it 

to CapitalCare Medical Group. You can also change your consent choices by signing a new Consent Form at any time. You 

can get these forms from any Hixny provider, from the Hixny website at www.hixny.org, or by calling (518) 783-0518. Note: 

Organizations that access your health information through Hixny while your consent is in effect may copy or include your 

information in their own medical records. Even if you later decide to withdraw your consent, they are not required to 

return it or remove it from their records.  

9. Copy of Form. You are entitled to get a copy of this Consent Form after you sign it. 



Effective Date: April 14, 2003 Last Modified: May 12, 2013 

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND 
DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.  PLEASE REVIEW IT 
CAREFULLY.  

We are required by law to protect the privacy of health information that may reveal your identity, and to provide 
you with a copy of this notice, which describes the health information privacy practices of our medical group, 
and its providers and staff. A copy of our current notice will always be posted at each of our office locations.  
You will also be able to obtain your own copies by accessing our website at www.capcare.com or calling the 
Privacy Officer at (518) 452-1337.  

If you have any questions about this notice or would like further information, please contact the above referenced 
individual.  

WHAT HEALTH INFORMATION IS PROTECTED 

We are committed to protecting the privacy of information we gather about you while providing health-related services.  
Some examples of protected health information include information indicating that you are a patient of our medical group 
or receiving health-related services from our facilities, information about your health condition, genetic information, or 
information about your health care benefits under an insurance plan, each when combined with identifying information, 
such as your name, address, social security number or phone number.   

REQUIREMENT FOR WRITTEN AUTHORIZATION 

Generally, we will obtain your written authorization before using your health information or sharing it with others outside of 
our medical group.  There are certain situations where we must obtain your written authorization before using your health 
information or sharing it, including:  

Most Uses of Psychotherapy Notes, when appropriate. 

Marketing. We may not disclose any of your health information for marketing purposes if our medical group will receive 
direct or indirect financial payment not reasonably related to our medical group’s cost of making the communication.  

Sale of Protected Health Information. We will not sell your protected health information to third parties.  The sale of 
protected health information, however, does not include a disclosure for public health purposes, for research purposes 
where our medical group will only receive payment for our costs to prepare and transmit the health information, for 
treatment and payment purposes, for the sale, transfer, merger or consolidation of all or part of our medical group, for a 
business associate or its subcontractor to perform health care functions on our medical group’s behalf, or for other 
purposes as required and permitted by law.  

WRITTEN AUTHORIZATION 

If you provide us with written authorization, you may revoke that written authorization at any time, except to the extent that 
we have already relied upon it.  To revoke a written authorization, please write to our Privacy Officer at 501 New Karner 
Road, Albany, NY 12205. You may also initiate the transfer of your records to another person by completing a written 
authorization form. 

HOW WE MAY USE AND DISCLOSE YOUR HEALTH INFORMATION WITHOUT YOUR WRITTEN AUTHORIZATION 

There are some situations when we do not need your written authorization before using your health information or sharing 
it with others, including:  

1. Treatment, Payment and Health Care Operations. 

Treatment.  We may share your health information with providers at the medical group who are involved in taking care of 
you, and they may in turn use that information to diagnose or treat you.  A provider in our medical group may share your 
health information with another provider who is involved in your care, to determine how to diagnose or treat you.  Your 
provider may also share your health information with another provider to whom you have been referred for further health 
care. 

Payment.  We may use your health information or share it with others so that we may obtain payment for your health care 
services.  For example, we may share information about you with your health insurance company in order to obtain 
reimbursement after we have treated you.  In some cases, we may share information about you with your health 
insurance company to determine whether it will cover your treatment.   

Health Care Operations.  We may use your health information or share it with others in order to conduct our business 
operations.  For example, we may use your health information to evaluate the performance of our staff in caring for you, or 
to educate our staff on how to improve the care they provide for you.    



2. Appointment Reminders, Treatment Alternatives, Benefits and Services.  In the course of providing 
treatment to you, we may use your health information to contact you with a reminder that you have an appointment for 
treatment or services, or in order to recommend possible treatment alternatives or health-related benefits and services 
that may be of interest to you.  

3. Business Associates.  We may disclose your health information to contractors, agents and other “business 
associates” who need the information in order to assist us with obtaining payment or carrying out our business operations.  
For example, we may share your health information with a billing company that helps us to obtain payment from your 
insurance company, or we may share your health information with an accounting firm or law firm that provides 
professional advice to us. Business associates are required by law to abide by the HIPAA regulations. If we do disclose 
your health information to a business associate, we will have a written contract to ensure that our business associate also 
protects the privacy of your health information. If our business associate discloses your health information to a 
subcontractor or vendor, the business associate will have a written contract to ensure that the subcontractor or vendor 
also protects the privacy of the information.  

4. Friends and Family Designated to be Involved in Your Care.  If you have not voiced an objection, we may 
share your health information with a family member, relative, or close personal friend who is involved in your care or 
payment for your care, including following your death.   

5. Proof of Immunization. We may disclose proof of a child’s immunizations to a school, if the child is a student or 
prospective student of the school, as required by State or other law, if a parent, guardian, other person acting in loco 
parentis, or an emancipated minor, authorizes us to do so, but we do not need written authorization. The authorization 
may be oral. 

6. Emergencies or Public Need. 

Emergencies or as Required by Law.  We may use or disclose your health information if you need emergency treatment 
or if we are required by law to treat you. We may use or disclose your health information if we are required by law to do 
so, and we will notify you of these uses and disclosures if notice is required by law. 

Public Health Activities.  We may disclose your health information to authorized public health officials (or a foreign 
government agency collaborating with such officials) so they may carry out their public health activities under law, such as 
controlling disease or public health hazards.  We may also disclose your health information to a person who may have 
been exposed to a communicable disease or be at risk for contracting or spreading the disease, if permitted by law.  We 
may disclose a person’s proof of immunization to a school, if required by State or other law, if we obtain and document the 
agreement for disclosure (which may be oral) from the parent, guardian, person acting in loco parentis, an emancipated 
minor or an adult. And, finally, we may release some health information about you to your employer if your employer hires 
us to provide you with a physical exam and we discover that you have a work-related injury or disease that your employer 
must know about in order to comply with employment laws. 

Victims of Abuse, Neglect or Domestic Violence.  We may release your health information to a public health authority 
authorized to receive reports of abuse, neglect or domestic violence.   

Health Oversight Activities.  We may release your health information to government agencies authorized to conduct 
audits, investigations, and inspections of our facilities.  These government agencies monitor the operation of the health 
care system, government benefit programs such as Medicare and Medicaid, and compliance with government regulatory 
programs and civil rights laws. 

Lawsuits and Disputes.  We may disclose your health information if we are ordered to do so by a court or administrative 
tribunal that is handling a lawsuit or other dispute.  We may also disclose your information in response to a subpoena, 
discovery request, or other lawful request by someone else involved in the dispute, but only if required judicial or other 
approval or necessary authorization is obtained. 

Law Enforcement.  We may disclose your health information to law enforcement officials for certain reasons, such as 
complying with court orders, assisting in the identification of fugitives or the location of missing persons, if we suspect that 
your death resulted from a crime, or if necessary, to report a crime that occurred on our property or off-site in a medical 
emergency.  

To Avert a Serious and Imminent Threat to Health or Safety.  We may use your health information or share it with 
others when necessary to prevent a serious and imminent threat to your health or safety, or the health or safety of another 
person or the public.  In such cases, we will only share your information with someone able to help prevent the threat.  We 
may also disclose your health information to law enforcement officers if you tell us that you participated in a violent crime 
that may have caused serious physical harm to another person (unless you admitted that fact while in counseling), or if we 
determine that you escaped from lawful custody (such as a prison or mental health institution). 

National Security and Intelligence Activities or Protective Services.  We may disclose your health information to 
authorized federal officials who are conducting national security and intelligence activities or providing protective services 
to the President or other important officials. 



Military and Veterans.  If you are in the Armed Forces, we may disclose health information about you to appropriate 
military command authorities for activities they deem necessary to carry out their military mission.  We may also release 
health information about foreign military personnel to the appropriate foreign military authority. 

Inmates and Correctional Institutions.  If you are an inmate or you are detained by a law enforcement officer, we may 
disclose your health information to the prison officers or law enforcement officers if necessary to provide you with health 
care, or to maintain safety, security and good order at the place where you are confined.  This includes sharing 
information that is necessary to protect the health and safety of other inmates or persons involved in supervising or 
transporting inmates. 

Workers’ Compensation.  We may disclose your health information for workers’ compensation or similar programs that 
provide benefits for work-related injuries. 

Coroners, Medical Examiners and Funeral Directors.  In the event of your death, we may disclose your health 
information to a coroner or medical examiner.  We may also release this information to funeral directors as necessary to 
carry out their duties. 

Organ and Tissue Donation.  In the event of your death or impending death, we may disclose your health information to 
organizations that procure or store organs, eyes or other tissues so that these organizations may investigate whether 
donation or transplantation is possible under applicable laws. 

7. Completely De-identified or Partially De-identified Information.  We may use and disclose your health 
information if we have removed any information that has the potential to identify you so that the health information is 
“completely de-identified.”  We may also use and disclose “partially de-identified” health information about you if the 
person who will receive the information signs an agreement to protect the privacy of the information as required by federal 
and state law.  Partially de-identified health information will not contain any information that would directly identify you 
(such as your name, street address, social security number, phone number, fax number, electronic mail address, website 
address, or license number). 

8. Incidental Disclosures.  While we will take reasonable steps to safeguard the privacy of your health information, 
certain disclosures of your health information may occur during or as an unavoidable result of our otherwise permissible 
uses or disclosures of your health information.  For example, during the course of a treatment session, other patients in 
the treatment area may see, or overhear discussion of, your health information. 

9.  Changes to This Notice.  We reserve the right to change this notice at any time and to make the revised or 
changed notice effective in the future. 

 

YOUR RIGHTS TO ACCESS AND CONTROL YOUR HEALTH INFORMATION 

You have the following rights to access and control your health information: 

 

1. Right to Inspect and Copy Records.  You have the right to inspect and obtain a copy of any of your health 
information that may be used to make decisions about you and your treatment for as long as we maintain this information 
in our records, including medical and billing records.  To inspect or obtain a copy of your health information, please submit 
your request in writing to the Privacy Officer. If you request a copy of the information, we may charge a fee for the costs of 
copying, mailing or other supplies we use to fulfill your request.  If you would like an electronic copy of your health 
information, we will provide you a copy in electronic form and format as requested as long as we can readily produce such 
information in the form requested.  Otherwise, we will cooperate with you to provide a readable electronic form and format 
as agreed. In some limited circumstances, we may deny the request. 

2. Right to Amend Records.  If you believe that the health information we have about you is incorrect or 
incomplete, you may ask us to amend the information for as long as the information is kept in our records by writing to us. 
Your request should include the reasons why you think we should make the amendment.  If we deny part or all of your 
request, we will provide a written notice that explains our reasons for doing so.  You will have the right to have certain 
information related to your requested amendment included in your records. 

3. Right to an Accounting of Disclosures.  You have a right to request an “accounting of disclosures,” which is a 
list with information about how we have shared your health information with others.  To obtain a request form for an 
accounting of disclosures, please write to the Privacy Officer.  You have a right to receive one list every 12-month period 
for free.  However, we may charge you for the cost of providing any additional lists in that same 12-month period. 

4. Right to Receive Notification of a Breach.  You have the right to be notified within sixty (60) days of the 
discovery of a breach of your unsecured protected health information if there is more than a low probability the information 
has been compromised.  The notice will include a description of what happened, including the date, the type of 
information involved in the breach, steps you should take to protect yourself from potential harm, a brief description of the 



investigation into the breach, mitigation of harm to you and protection against further breaches and contact procedures to 
answer your questions. 

5. Right to Request Restrictions.  You have the right to request that we further restrict the way we use and 
disclose your health information to treat your condition, collect payment for that treatment, run our normal business 
operations or disclose information about you to family or friends involved in your care.  You also have the right to request 
that your health information not be disclosed to a health plan if you have paid for the services out of pocket and in full, and 
the disclosure is not otherwise required by law.  The request for restriction will only be applicable to that particular service.  
You will have to request a restriction for each service thereafter.  To request restrictions, please write to the Privacy 
Officer. We are not required to agree to your request for a restriction, and in some cases the restriction you request may 
not be permitted under law. However, if we do agree, we will be bound by our agreement unless the information is needed 
to provide you with emergency treatment or comply with the law.  Once we have agreed to a restriction, you have the right 
to revoke the restriction at any time.  Under some circumstances, we will also have the right to revoke the restriction as 
long as we notify you before doing so. 

6. Right to Request Confidential Communications. You have the right to request that we contact you about your 
medical matters in a more confidential way, such as calling you at work instead of at home, by notifying the registration 
associate who is assisting you.  We will not ask you the reason for your request, and we will try to accommodate all 
reasonable requests. 

7. Right to Have Someone Act on Your Behalf.  You have the right to name a personal representative who may 
act on your behalf to control the privacy of your health information.  Parents and guardians will generally have the right to 
control the privacy of health information about minors unless the minors are permitted by law to act on their own behalf.   

8. Right to Obtain a Copy of Notices.  If you are receiving this Notice electronically, you have the right to a paper 
copy of this Notice.  We may change our privacy practices from time to time.  If we do, we will revise this Notice and post 
any revised Notice in our offices and on our website.  

9. Right to File a Complaint.  If you believe your privacy rights have been violated, you may file a complaint with us 

by calling the Privacy Officer at (518) 452-1337, or with the Secretary of the Department of Health and Human Services. 

We will not withhold treatment or take action against you for filing a complaint. 

10. Use and Disclosures Where Special Protections May Apply.  Some kinds of information, such as HIV-related 
information, alcohol and substance abuse treatment information, mental health information, psychotherapy information, 
and genetic information, are considered so sensitive that state or federal laws provide special protections for them.  
Therefore, some parts of this general Notice of Privacy Practices may not apply to these types of information.  If you have 
questions or concerns about the ways these types of information may be used or disclosed, please speak with your health 
care provider. 

 

 

CapitalCare Medical Group 

Central Business Office 

Albany, NY 12205 

(518) 452-1337 

(518) 724-6661 (fax) 

 



Notice of Privacy Practices Acknowledgement and Consent

CapitalCare Medical Group

CapitalCare MediCal Group

By signing below, I acknowledge that I have been provided a copy of the CapitalCare Medical Group Notice of 
Privacy Practices and have therefore been advised of how health information about me may be used and disclosed 
by CapitalCare, and how I may obtain access to and control of this information.  

By signing below, I also consent to the use and disclosure of my health information to treat me and arrange for my 
medical care, to seek and receive payment for services given to me, and for the business operations of the medical 
group, its staff, and its business associates.

_________________________________________

Signature of Patient or Personal Representative

_________________________________________

Print Name of Patient or Personal Representative

_________________________________________

Date

_________________________________________

Description of Personal Representative’s Relationship 

Or Authority

2013  NOTICE OF PRIVACY PRACTICES ACKNOWLEDGEMENT AND CONSENT





 
 
Financial Policy 
 

This financial policy contains important information about billing and payment 
for our professional services. It is intended to help ensure the best possible 
medical care for our patients, while also controlling administrative costs. It 
outlines our responsibilities, and those of our patients, with regard to billing and 
payment for our services.  
 

• Our practice participates with many health insurance companies and 
managed care programs. Our business office will submit a claim for any 
services rendered to a patient who is a member of one of these plans. 
Patients must provide all necessary insurance information and complete 
any required forms before leaving the office. 

 
• If a patient is a member of an insurance plan with which we do not 

participate, our office will also file the claim on the patient’s behalf; 
however, the patient is expected to make payment in full at the 
time of service. 

 
• It is the patient’s responsibility to make payment at the time of service 

for any co-payment or co-insurance due. Any services not covered by a 
patient’s insurance plan are the patient’s responsibility and payment in 
full is expected at the time of service. Failure to make a co-payment on 
the day of service will result in an administrative charge of $15 in 
addition to the co-payment.  

 
• Payment for professional services can be made by cash, check, credit 

card or debit card. We accept VISA®, MasterCard®, American Express® 
and Discover® Card. You may also pay online at www.capcare.com  --
just click the link for Online Bill Pay.   

 
• CapitalCare Medical Group charges a fee of $20 for each check 

returned for insufficient funds. 
 

• It is the patient’s responsibility to ensure that any required authorization 
or referral for treatment is provided prior to the visit. In the absence of 
a required authorization or referral, the patient’s visit may be 
rescheduled or the patient may be personally responsible for payment 
for the services rendered by CapitalCare Medical Group. 

 



• It is the patient’s responsibility to provide us with current insurance 
information and to present an active insurance card at each visit. 

 
• Our staff is happy to help with insurance questions relating to a claim 

that has been filed, or to provide additional information required by the 
insurance carrier to process the claim.  However, patients should direct 
questions about coverage for specific procedures to a representative of 
their insurance company’s member services department. The phone 
number for member services is usually on the insurance card. 

 
• An adult accompanying a child under 18, and/or the parent or guardian 

of the child, is responsible for payment according to the terms described 
above. Non-emergency treatment for children unaccompanied by an 
adult may be rescheduled by CapitalCare Medical Group unless 
charges have been pre-authorized, or payment by credit card, debit 
card, cash or check at time of service has been arranged. 

 
• If a patient requires the completion of medical forms at a time other than 

an office visit, each form will be subject to an administrative fee of $15. 
 
 

• Please understand that when a patient does not cancel an appointment 
he or she is unable to keep, it may prevent other patients from receiving 
care they need. Therefore, CapitalCare charges a fee of $50 for 
appointments not cancelled with at least 24 hours’ notice. This fee is 
subject to change. A patient who fails to keep three or more 
appointments in a twelve-month period—without prior notice of 
cancellation—may be discharged from CapitalCare Medical Group at 
the discretion of the patient’s physician. 

 
 
In the event of personal financial hardship, CapitalCare Medical Group is able to 
offer special financial arrangements, including payment plans. 
 
We firmly believe that effective communication is the key to a successful 
physician-patient relationship, and we are eager to help in any way we can.   
 
Please direct all questions about payment for services to our Billing 
Department at (518) 452-1337.   
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